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TrustAccess: A Trustworthy Secure
Ciphertext-Policy and Attribute Hiding Access

Control Scheme Based on Blockchain
Sheng Gao , Guirong Piao, Jianming Zhu , Xindi Ma , and Jianfeng Ma

Abstract—Ciphertext-policy attribute-based encryption (CP-
ABE) is widely used in fine-grained access control to achieve the
secure data sharing. However, most of the existing CP-ABE access
control schemes involve intermediary entities, which might suffer
from a high trust-building cost, single point of failure and so on.
Due to the decentralization and transparency of blockchain, some
blockchain-based access control schemes are proposed to address
these problems, but bring new challenges, such as the privacy
leakage of access policy or attribute. In this paper, we propose a new
trustworthy secure ciphertext-policy and attribute hiding access
control scheme based on blockchain, named TrustAccess, to achieve
trustworthy access while guaranteeing the privacy of policy and
attribute. For one thing, to make the existing hidden policy CP-ABE
more efficient and scalable for blockchain, we propose an optimized
hidden policy CP-ABE, named OHP-CP-ABE, to ensure policy
privacy while satisfying the large universe access requirement. For
another thing, we use the multiplicative homomorphic ElGamal
cryptosystem to ensure the attribute privacy during authoriza-
tion validation. Finally, we theoretically prove the security of our
TrustAccess from the aspects of blockchain operations and OHP-
CP-ABE. Comprehensive comparisons and extensive experiments
are conducted to demonstrate the advantages of our TrustAccess.

Index Terms—Blockchain, access control, CP-ABE, security,
privacy.

I. INTRODUCTION

IN RECENT years, attribute-based encryption (ABE) [1] is
considered to be an advanced cryptographic tool for pro-

viding fine-grained access control over encrypted data, which
has been widely used in various scenarios [2]–[4]. Generally,
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existing schemes based on ABE can be roughly divided into two
variants, namely key-policy ABE (KP-ABE) [5] and ciphertext-
policy ABE (CP-ABE) [6]. In KP-ABE, secret keys are gener-
ated based on access policies that determine which ciphertexts
can be decrypted and ciphertexts are associated with attribute
sets. On the contrary, in CP-ABE, secret keys are generated over
attribute sets and ciphertexts are associated with access policies.
Overall, CP-ABE allows data owners to define their own access
policies, which is considered to be more suitable for access
control than KP-ABE in decentralized autonomous systems.

In most existing CP-ABE schemes [2], [3], [7], to provide a
unified and convenient data access control while reducing the
cost in terms of configuration, deployment and management, a
data owner usually delegates the encrypted data under an access
policy to an intermediary entity such as a cloud server, and a
data user can get a secret key from an authority using a set of
attributes to decrypt the encrypted data from the cloud server.
Apparently, the trustability of data access control is strongly
dependent on the intermediary entities, such as the cloud server
and the authority [8]–[10]. However, they are assumed to be
semi-trusted or trusted respectively, which is not practical in
reality and might suffer from the issues such as a high trust-
building cost, single point of failure and so on.

To alleviate these problems, a promising blockchain technol-
ogy with advantages of decentralization, trust machine, disin-
termediation, transparency and immutability has been proposed
to enhance the trustability of data access control [4], [11]–[15].
More specifically, to achieve a trustworthy access control, most
of the existing work concentrates on deploying access control
policies on a blockchain [11]–[13], [15], and some others pro-
posed to use a blockchain to store encrypted secret keys [4]
or a set of attributes [14]. However, due to the transparency
of blockchain, it would pose a great threat to the disclosure of
privacy by directly sending an access policy or a user’s attribute
set to the blockchain [7], [16], [17]. Particularly in CP-ABE
schemes, one can infer some private attributes from the access
policies that are embedded into ciphertexts [18]–[20]. Therefore,
to achieve a trustworthy secure access control scheme based on
blockchain, it is necessary to design a CP-ABE scheme with
hidden access policies and attributes.

Policy Hiding: Most of the existing work focused on CP-ABE
schemes with hidden access policies takes two forms, namely
fully hidden [21] and partially hidden [22], where the former
refers to that none of the attributes can be revealed with the access
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policies and the latter means hiding sensitive attribute values
revealed in the access policies and keeping only the attribute
names. Note that fully hidden access policies can guarantee a
better privacy, while partially hidden access policies can pro-
vide a better efficiency [7]. Generally, a CP-ABE scheme with
fully hidden access policies can be achieved by Inner-product
Predicate Encryption (IPE) [21]. Lai et al. [17] proposed a
ciphertext-policy hiding CP-ABE scheme, and prove that it is
fully secure. However, it is appropriate for a small universe. That
is, the key size increases linearly as the number of attributes
increases. As a result, it is hard to define the system boundary of
key sizes, which is unsuitable for blockchain systems with high
scalability requirements.

Attribute Hiding: In existing schemes [7], [16], [23], [24],
a data user should provide an intermediary entity such as an
authority with a set of attributes for getting the secret key.
However, the presence of corrupted intermediary entity might
cause a great threat to the attribute privacy. Note that the attribute
privacy refers to the privacy of an attribute set possessed by the
data user. Michalevsky and Joye [16] proposed the first attribute-
hiding multi-authority ABE scheme based on decentralized IPE.
However, it can only hide the overall set of attributes while still
revealing the attributes that an authority is controlling. Thus, it
is very urgent to achieve a full attribute privacy protection while
getting the secret key in CP-ABE based on blockchain.

In this paper, we propose a trustworthy secure ciphertext-
policy and attribute hiding access control scheme, named
TrustAccess, to address the issues mentioned above such as the
high trust-building cost, single point of failure, trustability of
data access control, small universe and privacy leakage. To the
best of our knowledge, this is the first practical blockchain-based
access control scheme with guaranteeing the privacy of both
access policies and attributes.

Overall, our main contributions are summarized as follows.
� We propose a new trustworthy secure access control sys-

tem based on blockchain, named TrustAccess, which can
address the high trust-building cost, security and privacy
issues caused by the involvement of an intermediary entity.
In our TrustAccess, by sending the ciphertext policies to a
blockchain via transactions, we can achieve a distributed
and trustworthy access control management.

� We propose a ciphertext-policy and attribute hiding scheme
to protect the privacy during the access control in our
TrustAccess. For one thing, we optimize the scheme of Lai
et al. [17] by designing a large universe and hidden policy
CP-ABE for blockchain, named OHP-CP-ABE, which can
encrypt the data and address privacy leakage of access
policies on account of the transparency of blockchain.
For another thing, we use the multiplicative homomorphic
ElGamal cryptosystem to provide a full attribute privacy
protection while getting the secret key in CP-ABE based
on blockchain.

� We theoretically prove the security of TrustAccess in
terms of blockchain operations and OHP-CP-ABE. Com-
parisons of related schemes and comprehensive experi-
ments are conducted to demonstrate the advantages of our
TrustAccess.

The remainder of this paper is organized as follows. We
introduce the related work in Section II, and the preliminaries
in Section III. We present an overview of our proposed
TrustAccess in Section IV. More design details of our
TrustAccess are presented in Section V. We analyze the security
of our TrustAccess in Section VI and make comparisons and
performance evaluation of our TrustAccess in Section VII.
Finally, we make a conclusion in Section VIII.

II. RELATED WORK

Access control is an important method for privacy protec-
tion [25]–[28]. In this section, we would introduce some related
work in the filed of blockchain-based access control.

A. Transaction-Based Access Control Schemes

Recent studies have taken advantages of blockchain to es-
tablish transaction-based access control systems for secure data
sharing. Li et al. [12] proposed a secure system for IoT by using
blockchain and certificateless cryptography. Access policies
determined by the data owner are represented by an access
control list on the blockchain, and any data user that intends
to access data has to check if its identity belongs to the access
control list by a transaction. Dorri et al. [13] proposed a local
and private blockchain for access control scheme among smart
home devices. Specifically, the access policies are stored in
the block header while the access operations, device additions
and deletions are recorded in the block body. Ding et al. [14]
proposed a novel attribute-based access control scheme, where
the attributes of each IoT device are recorded in transactions and
managed by multiple attribute authorities. The data access is al-
lowed when the attributes recorded on the blockchain are enough
to match the access policy. Di Francesco Maesa et al. [15]
achieved an access control system based on Bitcoin platform,
which can manage access policies and realize the transfer of
permissions between users through transactions. Wu et al. [23]
proposed a traceable attribute-based encryption scheme, which
sends the hidden policies achieved by attribute bloom filter to
the blockchain via transactions. Ouaddah et al. [29] proposed a
distributed access control framework named FairAccess based
on blockchain within their prior proposed reference model [30].
Zyskind et al. [31] proposed a decentralized system for protect-
ing mobile application data, in which access permissions are
also placed on the blockchain through transactions. The data is
encrypted by the shared key and routed to a distributed hashtable
for off-blockchain key-value storage. Wang et al. [4] proposed a
fine-grained access control framework for decentralized stor-
age system based on IPFS, Ethereum blockchain and ABE.
However, there are still some security challenges, such as the
privacy leakage of access policies, a poor level of intelligence
and scalability.

B. Smart Contract-Based Access Control Schemes

Smart contract is a computerized transaction protocol, which
specifies transactions rules and can be self-verifying and
self-executing in the blockchain [32]. It has been introduced into
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TABLE I
NOTATIONS IN THIS PAPER

access control management to improve the level of intelligent
control. Lin et al. [33] proposed a blockchain-based security
mutual authorization system to solve the security problems in the
centralized management of industrial equipments. They achieve
the access control by combining permission data hash table
and smart contract. Xiao et al. [34] proposed the PrivacyGuard
system for controlling access to personal privacy data, where
an off-chain executed smart contract is used to specify access
conditions and access records are stored in a distributed ledger.
Azaria et al. [35] proposed the MedRec, which uses smart
contract on the blockchain to achieve permission management
for secure medical data access. To improve the security of
MedRec, Dagher et al. [36] proposed a blockchain-based frame-
work named Ancile for secure medical records sharing, which
also uses smart contract to heighten access control. Alphand
et al. [37] proposed a blockchain architecture for secure IoT, in
which smart contracts are used to authorize access permissions
and the user obtains the key through a trusted server. Novo [38],
[39] proposed an access control architecture based on blockchain
for IoT, in which the miners authorize devices based on the
smart contract written by the manager according to the access
rules. Xu et al. [40] proposed the BlendCAC, a capability del-
egation mechanism for permission propagation, which realizes
the registration, propagation and revocation of access autho-
rization by using smart contract. Zhang et al. [41] proposed
three types of contracts, namely access control contract, judge
contract and register contract, to improve the level of trust
and intelligent access control. However, these schemes mainly
focus on improving the level of automated access and reducing
the management cost, while doing insufficiently to meet the
fine-grained, scalability and privacy access requirements.

III. PRELIMINARIES

In this section, we review some basic knowledge associated
with our TrustAccess. For clarity, we first present some notations
used in this paper in Table I.

A. Blockchain

Blockchain is a distributed shared ledger, which inte-
grates with various techniques discussed below to build trust
relationship among peers that distrust each other without the
involvement of a trusted authority [42], [43]. Compared with a

public blockchain, a consortium blockchain is formed by a set
of preselected nodes, wherein access control is one of the main
methods to achieve privacy protection.
� Data structure: Each data block is made up of a block

header and a block body, where the block header con-
tains a cryptographic hash to previous block for trace-
ability and immutability and the block body contains
the details of transactions [42], [44]. To guarantee the
blockchain with tamper-proof, integrity and authenticity,
cryptographic hashes and digital signatures as two primary
cryptographic primitives are used [45].

� Consensus protocol: It defines a common rule among nodes
in blockchain to generate a new block. A great deal of
research on blockchain consensus has been done, which
can be classified into probabilistic consensus and deter-
ministic consensus [46]–[49]. Compared with probabilistic
consensus, deterministic consensus algorithms are mostly
BFT-based and its variants, which can achieve much higher
throught and are widely used in consortium blockchains.

� Smart contract: The concept is firstly described as a com-
puterized transaction protocol by Nick Szabo [50]. The
emergence of blockchain provides a secure running en-
vironment for smart contract, and it is firstly integrated
into Ethereum by Vitalik Buterin [51]. Smart contracts
negotiated by all nodes are broadcast to the blockchain
by transactions for consensus, where those contract terms
can be self-verifying and self-executing once one or more
predefined conditions are triggered. A blockchain has built-
in smart contract that implement its transaction logics and
any distributed application can invoke smart contract via
contract address in the form of transactions.

B. Bilinear Groups of Composite Order

Definition 1 (Composite Order Bilinear Groups [17], [52]):
Let G and GT be two cyclic multiplicative groups of
order N = pqr, where p, q, r are distinct primes. Let
ê : G ×G → GT be a bilinear map with the properties:
� Bilinearity: ∀u, v ∈ G, a, b ∈ ZN , we have ê(ua, vb) =
ê(u, v)ab.

� Non-degeneracy: ∃g ∈ G such that ê(g, g) has order N in
GT .

� Computability: ∀u, v ∈ G, ê(u, v) can be efficiently com-
puted.

Further, let Gp,Gq,Gr denote the subgroups of G with
order p, q, r, respectively. Therefore G = Gp ×Gq ×Gr, and
∀hp ∈ Gp, hq ∈ Gq , we have ê(hp, hq) = 1. The same is true
for applying ê to elements in distinct subgroups.

C. Attribute and Access Policy

We associate each attributeAtti with a unique element inZN ,
which can be achieved by a collision-resistant hash function H
from {0, 1}∗ to ZN . Then we assume that there are n attribute
categories.

Definition 2 (Attribute set and Access policy [17]): Let the
n× l matrix M = (V1, . . . , Vi, . . . , Vn) be the possible at-
tributes, where Vi = (ki,1, . . . , ki,j , . . . , ki,l) and ki,j ∈ ZN .
In other words, Vi is the set of all possible values
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of the i-th category attribute. So the user’s attribute set
S = {Att1, Att2, . . . , Attn} can be represented as S={k1,j1 ,
k2,j2 , . . . , ki,ji , . . . , kn,jn}, ji ∈ {1, 2, . . . , l}. There is an ac-
cess policy A = {W1, . . . ,Wi, . . . ,Wn}, where Wi ⊆ Vi. The
attribute set S satisfies the access policy A if and only if
ki,ji ∈Wi, 1 ≤ i ≤ n.

Definition 3 (Vector [17], [21]): Both the access policy and
the attribute set can be represented by a vector of (d+ 1)t

elements, where t represents the categories of attributes and d
represents the number of attribute values. In TrustAccess, we
represent the access policy T as a tree structure, where each
non-leaf node of the tree represents a threshold gate and each
leaf node is described by an attribute.

The predicate ORI1,I2 can be encoded as the polynomial

p(x1, x2) = (x1 − I1) · (x2 − I2),

ANDI1,I2 can be encoded as the polynomial

p(x1, x2) = (x1 − I1) + r(x2 − I2), r ∈ ZN .

Now we give an example of the vector representation. Suppose
an access policy with t = 3, d = 1, we randomly select r ∈ ZN

and indicate the hash attribute by IAtti = H(category : Atti).
The access policy is as follows.

T = (company : AORposition : PM)AND (detail : U/G).

It can be represented by the polynomial

p(x1, x2, x3) = (x1 − IA) · (x2 − IPM ) + r(x3 − IU/G)

= 0 · x1x2x3 + 1 · x1x2 + 0 · x1x3

+ 0 · x2x3 + (−IPM )x1 + (−IA)x2

+ rx3 + (IAIPM − rIU/G).

So the T can be represented by an 8-element vector

�x = (0, 1, 0, 0,−IPM ,−IA, r, IAIPM − rIU/G).

On the other hand, a user has an attribute set

S = {company : A, position : QA, detail : U/G).

It can be represented by an 8-element vector

�v = (IAIQAIU/G, IAIQA, IAIU/G, IQAIU/G,

IA, IQA, IU/G, 1).

Obviously, the attribute set S satisfies the access policy T and
�x · �v = 0. In the above process, the T cannot be derived from
the vector �x, but the �x · �v can be used to determine whether the
access policy is satisfied.

D. ElGamal Cryptosystem

ElGamal cryptosystem [53] is a public key encryption sys-
tem with the multiplicative homomorphic property, which is
described as follows.
� Key generation: Let G1 be a cyclic group of large prime

order q1. It selects a generator g1 of G1 and a random integer
x (1 ≤ x ≤ q1 − 2), and then computes h = gx1 mod q1.
The public key is (G1, q1, g1, h) and the secret key is x.

� Encryption: To encrypt a messagem ∈ G1, it selects a ran-
dom integer r and then computes the ciphertext E(m) =
(c1, c2) = (gr1mod q1,mhrmod q1).

� Decryption: To decrypt the ciphertextE(m) = (c1, c2), the
message m = c2 · c−x1 mod q1.
In fact, it is homomorphic with respect to multiplication.
That is,

E(m1)× E(m2) = (gr1
1 ,m1h

r1)× (gr2
1 ,m2h

r2)

= (gr1+r2
1 ,m1 ×m2h

r1+r2)

= E(m1 ×m2).

E. Review of Lai et al.’s [17] Scheme

The scheme of Lai et al. [17] is mainly composed of four
algorithms, namely Setup, Encrypt, KeyGen and Decrypt.
� Setup(1λ): In this algorithm, it takes an implicit security

parameter λ as input, and outputs a public key PK and a
master secret key MSK.

� Encrypt(PK, m, A): The encryption algorithm
takes as inputs the public key PK, a message m, and an
access policy A over the attributes. It outputs a ciphertext
CT .

� KeyGen(PK, MSK, S): The key generation algo-
rithm takes as inputs the public key PK, the master secret
key MSK and an attribute set S. It outputs a secret key
SKS that can decrypt the CT .

� Decrypt(PK, CT, SKS): The decryption algo-
rithm takes as inputs the public key PK, the ciphertext
CT and the secret key SKS . It outputs the message m if
the attribute set S satisfies the access policy A.

IV. SYSTEM OVERVIEW

In this section, we first introduce the system architecture of
TrustAccess and then outline the OHP-CP-ABE. Finally, we
present our security model and design goals.

A. System Architecture of TrustAccess

We introduce the system architecture of our TrustAccess
depicted by Fig. 1, which involves three entities, namely data
owner (DO), data user (DU) and consortium blockchain (CB).
� DO: A DO is responsible for making access policies, and

encrypting the data using OHP-CP-ABE. To achieve a
trustworthy secure access control while improving system
efficiency, the DO sends the ciphertext address to the CB
via a storage transaction Txstorage.

� DU: A DU should get the secret key for decrypting the
ciphertext indexed by the address. To protect the attribute
privacy, a DU locally matches the set of attributes with the
hidden policy and encrypts it by ElGamal cryptosystem. If
the matching is successful, it would generate a Proof for
access without privacy leakage, and then broadcast it to the
other nodes in the CB for consensus validation. Note that
the matching and validation process are done by a smart
contract, which can improve the level of intelligent control.
Once verified, the DO generates an access transaction
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Fig. 1. System architecture of TrustAccess.

Txaccess to the CB for consensus validation. Once it is
authorized, the DU can obtain the secret key from the DO to
decrypt the ciphertext indexed by the address. Furthermore,
a malicious DU might obtain the secret key by forging
a Proof, but it cannot decrypt the ciphertext because its
attribute set cannot satisfy the access policy made by the
DO.

� CB: A CB is a distributed platform to record Txstorage

and Txaccess, which is formed by DOs and DUs.
In our TrustAccess, only DOs and DUs in a CB are in-

volved in the access control management as described above.
The computational processes in terms of encryption, decryption
and matching are done locally without the involvement of an
intermediary entity in our TrustAccess. It can prove that our
TrustAccess can not only achieve a distributed and trustworthy
access control, but also protect the privacy of access policies and
attributes.

B. Overview of the OHP-CP-ABE Scheme

In this section, we introduce the OHP-CP-ABE, including
Setup, Enc, KeyGen, and Dec algorithms.
� Setup(1λ) → (PK, MSK): The setup algorithm

takes an implicit security parameter λ as input, and outputs
a public key PK and a master secret key MSK.

� Enc(PK, m, T ) → CT : The encryption algorithm
takes as inputs the public key PK, a message m, and an
access policy T over the attributes. It outputs a ciphertext
CT ofmwith respect to the access policyT . Note that only
the user whose attribute set satisfies the access policyT can
decrypt the ciphertext CT . To achieve policy hiding, the �x
represented by the access policy vectorization is embedded
into the ciphertext.

� KeyGen(PK, MSK) → SK�v: The key generation
algorithm takes as inputs the public keyPK and the master
secret key MSK. It outputs a secret key SK�v that can
decrypt the ciphertext CT .

� Dec(PK, CT, S, SK�v) → m or ⊥: The de-
cryption algorithm takes as inputs the public key PK, the

ciphertext CT , an attribute set S and the secret key SK�v.
If the attribute set S satisfies the access policy T , that is
�x · �v = 0, it outputs the message m. Otherwise, it outputs
the terminated symbol ⊥.

C. Security Model

In this paper, we use the consortium blockchain and consider
that each node generally follows our protocol, but tries to find out
as much secret data as possible [54]. The public key of each node
can be easily obtained when necessary, and the communication
channel between the users is assumed to be secure, which can
be guaranteed by security protocols such as SSL/TLS. Next, we
define a security model through an interactive game between an
adversary and a challenger. Based on [7], [17], [21], the security
game is described as follows.
� Setup: The challenger runs the setup algorithm Setup to

generate a public key PK and a master secret key MSK.
The MSK is saved by itself and the PK is sent to the
adversary.

� Phase 1: The adversary adaptively issues queries to the
challenger for the secret key. Afterwards, the challenger
runs key generation algorithm KeyGen and returns the
secret key SK�v to the adversary.

� Challenge: The adversary submits two equal length mes-
sages m1, m2 and two restricted access policies T1, T2 that
cannot be satisfied by any of the queried attribute sets.
The challenger selects a random bit y ∈ {0, 1}, computes
CT ∗ ← Enc(PK,my, Ty), and returns CT ∗ to the adver-
sary as its challenge ciphertext.

� Phase 2: The adversary continues to probe the challenger
for the secret key with the added restriction that none of
attribute sets satisfies the T1 and T2.

� Guess: The adversary outputs its guess y′ ∈ {0, 1} for y
and wins the game if y = y′.

In this game, the advantage of the adversary is defined as the
P = |Pr[y = y′]− 1

2 |, where the probability is occupied by the
random bits used by the challenger and the adversary.
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Fig. 2. The overview procedure of TrustAccess.

Definition 4: The OHP-CP-ABE scheme achieves fully se-
cure if all polynomial time adversaries have at most a negligible
advantage P in the security game.

D. Design Goals

The overall goal of our TrustAccess is to achieve a trustwor-
thy secure ciphertext-policy and attribute hiding access control
management, which can be decomposed into the following re-
spects concretely: (1) It should guarantee the data confidentiality
owned by the DO and achieve a fine-grained and trustworthy data
access control. (2) The access policy should be hidden and only
those eligible DUs can access the data without revealing any
personal information. (3) It should satisfy the practical access
requirements on effectiveness and scalability.

V. THE DESIGN OF TRUSTACCESS

In this section, we first present the overview procedure of our
TrustAccess and then present the construction in details.

A. The Overview Procedure of TrustAccess

Generally, the overview procedure of our TrustAccess can be
simply divided into four phases depicted by Fig. 2, namely setup
phase, encryption phase, on-blockchain phase, access phase.

� Setup Phase: This phase initializes the parameters in the
system, such as composite order bilinear groups and ElGa-
mal cryptosystem.

� Encryption Phase: A DO specifies an access policy based
on a set of attributes and encrypts the data by the OHP-CP-
ABE scheme for locally secure storage.

� On-blockchain Phase: A DO sends the ciphertext address
with the hidden access policy to the blockchain via a stor-
age transaction. Any DU that wants to access data owned
by the DO should locally match the hidden access policy
�x with a set of attributes �v. If successful, the DU would
generate a Proof by ElGamal cryptosystem, broadcast it
to the other nodes in the CB and trigger the smart contract
that has been deployed in each node in the CB to verify
the validity of the Proof. Once agreed upon, the DO would
generate a secret key and send an access transaction to the
CB. It is worth noting that the access transaction is used to
record the access control history of the DO, which can be
used for traceability and accountability.

� Access Phase: The DU can get the secret key once the
consensus process on access transaction is achieved. Note
that the secret key is locally stored in the DO, which
can not be accessed by the CB. It would be distributed
automatically without any human intervention via a secure
communication channel. The DU can use the secret key to
decrypt the ciphertext indexed by the address.
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Now we give a brief overview of the Proof, more details would
be presented in Section V-B. The Proof is an identification to
indicate a successful matching between a hidden access policy
and a set of attributes, which can be regarded as the permission
to get the secret key. As we discussed, the hidden policy has
been stored and can be accessed by any node in the CB. In
order to protect a DU’s attributes privacy while getting the
secret key to achieve a trustworthy access, the DU would locally
match the hidden access policy with a set of attributes, that is
to check if �x · �v = 0. If true, a Proof would be generated by
the ElGamal cryptosystem. Afterwards, it would be sent to the
other nodes in the CB for validation. By using the multiplicative
homomorphic property of ElGamal encryption, each node would
locally check E(�x) · E(�v) = E(0) to judge the validity of the
Proof. Obviously, because the attributes are encrypted and each
verification process is performed locally, the privacy of any DU’s
attributes can be protected.

Furthermore, we use the Practical Byzantine Fault Toler-
ance (PBFT) [55] in our TrustAccess to reach a consensus on
the storage transaction and access transaction. PBFT is a state
machine replication algorithm [55], which is usually used in
consortium blockchains. Due to the limited space, more details
on PBFT are not discussed in this paper. In addition, in order to
address the storage limitation of blockchain, we store ciphertext
locally and send the ciphertext address and integrity check code
to the CB to ensure the locally stored data integrity, while
improving the system scalability.

B. Construction

1) Setup Phase: Our TrustAccess takes a security param-
eter λ as input and runs the group generator G(1λ) to get
(p, q, r,G,GT , ê), where G = Gp ×Gq ×Gr, G and GT are
cyclic groups of orderN = pqr. Then the DO performs the setup
algorithm as follows.
� Setup(1λ): It picks generators gp, gr of Gp,Gr, re-

spectively, and then randomly chooses a, ω ∈ ZN . It also
chooses R0, R1 ∈ Gr uniformly at random. The public
key is

PK = (A0 = gp ·R0, A1 = gap ·R1, gr,

Y = ê(gp, gp)
ω).

And the master secret key is

MSK = (gp, a, ω).

2) Encryption Phase: A DO specifies an access policy T ,
which is represented as a matrix with n× l. To guarantee the
access policy privacy, the DO first vectorizes T and encrypts a
message m, which is shown as follows.
� Enc(PK, m, T ): Let T = (W1, . . . ,Wi, . . . ,Wn)

with Wi ⊆ Vi, where Vi = (ki,1, . . . , ki,j , . . . , ki,l). The
vector associated with the T is �x. The algorithm randomly
chooses s, si,j ∈ ZN and R′0, R

′
i,j ∈ Gr, and then

computes C̃ = m · Y s, C0 = As
0 ·R′0, where m ∈ GT . It

also computes

Ci,j =

{
As

1 ·R′i,j , if ki,j ∈Wi;

A
si,j
1 ·R′i,j , otherwise.

where 1 ≤ i ≤ n and 1 ≤ j ≤ l. Finally, the generated
ciphertext is

CT = (�x, C̃, C0, {Ci,j}1≤i≤n, 1≤j≤l).

3) On-blockchain Phase: To make a trustworthy secure ac-
cess control management, the DO will send the ciphertext ad-
dress with the hidden access policy to the CB via a storage
transaction, that is,

Txstorage = {S, storeAddress, checkCode, sign},

where S is used to identify storage transaction, storeAddress
denotes the ciphertext storage location (e.g., the hash pointer
of the ciphertext), which is used to index the ciphertext CT ,
checkCode is the integrity check code of ciphertext, sign is the
digital signature generated by the DO’s private key registered in
the CB. Algorithm 1 illustrates the entire process of a storage
transaction generation. The checkCode is generated by hash-
ing ciphertext, thus any DU can verify the integrity of shared
ciphertext through checkCode. The sign is used to prove that
the transaction is indeed sent by the DO.

After the Txstorage is generated, it is broadcast to the other
nodes in the CB for verification. That is to verify the validity of
the transaction through the sign and the ciphertext through the
checkCode. The details are shown in Algorithm 2.

The validity of the Txstorage is verified by comparing the
message digest MD′ generated by the received Txstorage with
the message digest MD generated by decrypting the sign
using the public key BPKDO of the DO. If they are equal,
the Txstorage is considered to be valid. Note that in order to
reduce the storage cost, the DO only sends the storage address of
ciphertext to the CB. To ensure the integrity of ciphertext stored
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locally, we should further check whether the message digest
checkCode′ of the ciphertext related to the storeAddress is
equal to the message digest checkCode in the Txstorage. Once
verified, it would be packaged into a block for consensus by
PBFT [55].

To get the secret key from the DO and ensure the privacy
of attributes, a DU would locally match �x from the CB with
the �v that are generated locally based on a set of attributes.
Once �x · �v = 0, it means that the matching is successful, and
the DU would generate a Proof to trigger the smart contract for
validation. Specially,

Proof = {BPKDU , storeAddress,E(�v), sign},

where BPKDU represents the DU’s public key registered
in the CB as its identity, storeAddress denotes the cipher-
text storage location that the DU wants to access, E(�v) =
(E(v1), E(v2), . . . , E(vn)) is the result by using ElGamal cryp-
tosystem to encrypt each element in the �v and sign is the DU’s
digital signature of the Proof.

After verifying that the signature of the Proof is valid, an
access transaction can be generated for the DU that satisfies
the hidden access policy defined by the DO. Besides, to ensure
that any DU with the valid signing Proof has the access right
indeed, it will broadcast the Proof to the other nodes in the CB
and trigger each smart contract to validate if the DU has the
access right. The validation procedure is shown in Algorithm 3.

To be more specific, it takes as inputs theE(�v) in the Proof, the
hidden policy and parameters required for ElGamal encryption
and then outputs the verification result. Each node in the CB
invokes the smart contract to locally perform multiplicative
homomorphic ElGamal cryptosystem to encrypt each element
in the �x generated by an access policy. Note that the verification
process would not reveal the secret key of the DU and the
privacy of the DU’s attributes can be protected. Because of the

multiplicative homomorphism, apparentlyE(�x) · E(�v) = E(0)
if and only if �x · �v = 0. Therefore, it can enable any node in the
CB to verify whether a set of attributes matches the hidden access
policy to ensure the validity of the Proof, while guaranteeing the
privacy of the DU’s attributes.

After that, the DO generates an access transaction for a valid
Proof, which is described by Algorithm 4. The smart contract
verifies access right and generates the access transaction

Txaccess = {A,BPKDU , storeAddress, time, sign},

where A is used to identify access transaction, time denotes
the Txaccess generated time and sign is used to prove that the
Txaccess is indeed sent by the DO. Note that the Txaccess pub-
lisher needs to be consistent with the owner of the storeAddress
within the Txaccess.
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4) Access Phase: In this phase, the DU authorized by the CB
can obtain the secret key SK�v , which is generated by the DO
that runs the key generation algorithm KeyGen, and then the DU
locally performs decryption algorithm Dec to obtain the data.
Therefore, the access process can be described as follows.
� KeyGen(PK, MSK): The DO randomly selects ti ∈ ZN

uniformly for i = 1, 2, . . . , n, and sets t = Σn
i=1ti. Then it

computes

D0 = gω−tp , Di = gti/ap .

Finally, the secret key is

SK�v = (D0, {Di}1≤i≤n).

� Dec(PK, CT, S, SK�v): The set of attributes of the
DU can be denoted as S = {k1,j1 , k2,j2 , . . . , ki,ji , . . . ,
kn,jn}, ji ∈ {1, 2, . . . , l}. Note that the ciphertext can
be correctly decrypted if and only if the ki,ji satisfies the
access policy made by the DO. The decryption process can
be computed as

C̃

ê(C0, D0) ·
∏n

i=1 ê(Ci,ji , Di)

=
m · Y s

ê(As
0 ·R′0, gω−tp ) ·

∏n
i=1 ê(A

s
1 ·R′i,ji , g

ti/a
p )

=
m · ê(gp, gp)ωs

ê(gsp, g
ω−t
p ) ·

∏n
i=1 ê((g

a
p)

s, g
ti/a
p )

=
m · ê(gp, gp)ωs

ê(gsp, g
ω−t
p ) ·

∏n
i=1 ê(g

s
p, g

ti
p )

=
m · ê(gp, gp)ωs

ê(gsp, g
ω
p )

= m.

VI. SECURITY ANALYSIS

In this section, we analyze the security of TrustAccess from
the two aspects of blockchain operations and the OHP-CP-ABE.

A. Security Analysis of Blockchain Operations

There are some security requirements that need to be ad-
dressed, namely trustability, privacy, integrity, traceability.

1) Trustability: To achieve a trustworthy secure data access
control, most of the existing work requires an intermediary en-
tity, which would cause a high trust-building cost, single point of
failure, privacy leakage and so on. In this paper, our TrustAccess
takes advantage of the blockchain with the characteristics of
distribution, disintermediation, transparency and immutability
to address these issues. By sending the generated ciphertext
address with the hidden access policy to the blockchain, we can
guarantee the trustability of access control management without
the involvement of any intermediary entity. In the phase of access
control authorization, the Proof of each DU is verified by a
pre-defined smart contract that achieves trusted authorization
with less human intervention. Therefore, the blockchain plat-
form serving data sharing and access control will be trustworthy.

2) Privacy: Most of the existing work poses a great threat to
the disclosure of privacy by directly storing the access policies

or attribute sets on the blockchain. To protect these privacy,
the necessary hiding processing needs to be carried. In terms
of access policies privacy, our OHP-CP-ABE can hide access
policies through vector representations. This scheme can not
only realize the fine-grained access control, but also store the
data in an encrypted form such that eavesdroppers cannot obtain
the sensitive data. In terms of the attribute privacy leakage
that a DU faces, we use ElGamal cryptosystem to encrypt
the attributes of the DU during permission validation. Thus,
the privacy protection can be realized in the transparent and
distributed environment of blockchain.

3) Integrity: To increase the scalability of the system, we
store the ciphertext address in the blockchain. However, the
ciphertext associated with the ciphertext address may be changed
by the DO. To ensure that DUs can obtain the integrated data, we
include the integrity check code of the ciphertext in the storage
transaction, which can allow the ciphertext to be verified at any
time to ensure data integrity.

4) Traceability: Our TrustAccess can track and verify the
access control information in the blockchain. Any authorization
is recorded as an immutable access transaction, so a DO will
know which DUs have accessed the locally stored data and
any DU cannot deny the access operation. In addition, storage
transactions can also make it impossible for DOs to deny not
providing their data. The DO can detect malicious attempts by
the DUs through verification.

B. Security Analysis of the OHP-CP-ABE

The OHP-CP-ABE we improved based on Lai et al.’s
scheme [17] can ensure the secure access control off the
blockchain. Our security proof is based on four assumptions,
among which Assumption 1,2 and 3 are used in [7], [17], [56],
[57], and Assumption 4 is used in [7], [17], [56], [58]. Note
that Assumption 1 and 3 are the same as that used in [17]. The
specific assumptions are described as follows.

Assumption 1: Let G, the group generator, be defined as the
following distribution.

(N = pqr, G, GT , ê)← G(1λ), gp
R←− Gp,

gr
R←− Gr, D = (N,G,GT , ê, gp, gr),

T1
R←− Gp ×Gq, T2

R←− Gp.

The advantage of an algorithmA in breaking this assumption is
defined as

Adv1A = |Pr[A(D,T1) = 1]− Pr[A(D,T2) = 1]|.
Definition 5: G satisfies Assumption 1, if Adv1A is negligi-

ble for any probability polynomial time algorithm A.
Assumption 2: Let G, the group generator, be defined as the

following distribution.

(N = pqr, G, GT , ê)← G(1λ),

gp, X1, Y1
R←− Gp, X2, Y2

R←− Gq, gr
R←− Gr,

D = (N,G,GT , ê, gp, X1X2, Y1Y2, gr),

T1
R←− Gp ×Gq, T2

R←− Gp.
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TABLE II
COMPARISONS OF BLOCKCHAIN-BASED ACCESS CONTROL SCHEMES

The advantage of an algorithmA in breaking this assumption is
defined as

Adv2A = |Pr[A(D,T1) = 1]− Pr[A(D,T2) = 1]|.

Definition 6: G satisfies Assumption 2, if Adv2A is negligi-
ble for any probability polynomial time algorithm A.

Assumption 3: Let G, the group generator, be defined as the
following distribution.

(N = pqr, G, GT , ê)← G(1λ),

ω, s ∈ ZN , gp, Z1
R←− Gp, X2, Y2, Z2

R←− Gq, gr
R←− Gr,

D = (N,G,GT , ê, gp, g
ω
pX2, g

s
pY2, Z1Z2, gr),

T1
R←− ê(gp, gp)

ωs, T2
R←− GT .

The advantage of an algorithmA in breaking this assumption is
defined as

Adv3A = |Pr[A(D,T1) = 1]− Pr[A(D,T2) = 1]|.

Definition 7: G satisfies Assumption 3, if Adv3A is negligi-
ble for any probability polynomial time algorithm A.

Assumption 4: Let G, the group generator, be defined as the
following distribution.

(N = pqr, G, GT , ê)← G(1λ),

a ∈ ZN , gp
R←− Gp, gq, Q1, Q

R←− Gq,

gr, R0, R1, R
R←− Gr,

D = (N,G,GT , ê, gpR0, g
a
pR1, gpQ1, gq, gr),

T1 = gapQR, T2
R←− GT .

The advantage of an algorithmA in breaking this assumption is
defined as

Adv4A = |Pr[A(D,T1) = 1]− Pr[A(D,T2) = 1]|.

Definition 8: G satisfies Assumption 4, if Adv4A is negligi-
ble for any probability polynomial time algorithm A.

Theorem 1: If Assumptions 1, 2, 3 and 4 hold, then the
proposed OHP-CP-ABE is fully secure.

Proof: To prove the security of OHP-CP-ABE, we first intro-
duce two additional structures, namely Semi-functional Cipher-
text and Semi-functional Key. And then we prove the security
by using a hybrid argument over a sequence of games. Finally,
the lemmas on which the proof depends are given. More details
about the security proof can be found in Appendix. �

VII. COMPARISONS AND PERFORMANCE ANALYSIS

In this section, we first make comprehensive comparisons
of our TrustAccess with the related work, and then conduct
extensive experiments to demonstrate the efficiency.

A. Comprehensive Comparisons of Our TrustAccess

We compare TrustAccess with related blockchain-based ac-
cess control schemes, which is presented in Table II. We an-
alyze the method mainly from the following aspects, namely
data encrypted storage, fine-grained access control, privacy of
access policies and users’ attributes, and whether an interme-
diary entity is needed. The access control scheme proposed
by Dorri et al. [13] and Alphand et al. [37] can only achieve
coarse-grained access control. Some work [11], [13], [14],
[29] sends access policies or attributes to a blockchain for a
trustworthy access control management. However, they do not
take the security issues caused by transparency into account.
Wu et al. [23] and Alphand et al. [37] proposed to encrypt
and store the data off the blockchain. Both of them depend on
an intermediary entity to distribute the keys, which results in
some privacy concerns with the disclosure of a DU’s attributes.
Overall, these blockchain-based access control schemes can-
not protect the privacy of access policies and attributes at the
same time. We propose the TrustAccess based on blockchain
to achieve a trustworthy secure ciphertext-policy and attribute
hiding access control management. By storing the data encrypted
via the OHP-CP-ABE locally and sending the ciphertext address
with a hidden access policy to the blockchain, we can guarantee
the trustability of access control with the characteristics of
blockchain. In terms of privacy, we propose the OHP-CP-ABE
scheme to prevent the privacy leakage of access policy, and use
the ElGamal encryption to guarantee the DU’s attribute privacy.

Furthermore, we compare our OHP-CP-ABE with some re-
lated CP-ABE schemes, which is shown in Table III. Bethen-
court et al. [6] proposed the first CP-ABE schemes, which do
not take the policy hiding into consideration. To protect the
privacy of access policy, Lai et al. [56] proposed a partially
hidden policy CP-ABE scheme in a small universe construction.
Zhang et al. [7] also proposed a partially hidden policy CP-ABE
scheme, while extending the scheme proposed by Lai et al. [56]
to a large universe construction. These schemes support Linear
Secret Sharing Schemes (LSSS) realizable access policies. To
achieve a better privacy, Phuong et al. [59] proposed a hidden
policy CP-ABE scheme based on the Viète’s formula, but it is not
fully secure. Lai et al. [17] proposed a fully secure ciphertext-
policy hiding CP-ABE scheme, which is combined with IPE
scheme to realize the partially hidden policy. However, it is
a small universe construction. Generally, these schemes either
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TABLE III
COMPARISONS OF CP-ABE SCHEMES

Fig. 3. Performance analysis and comparisons. (a) Public key. (b) Key generation algorithm. (c) Encryption algorithm. (d) Decryption algorithm.

achieve a large universe construction or achieve full security.
In our OHP-CP-ABE scheme, we improved the fully secure
scheme proposed by Lai et al. [17] to achieve a large universe
construction and support hidden access policy. In addition, our
TrustAccess uses the blockchain to improve the trustability of
access control management.

B. Performance Evaluation

In this subsection, we conduct real-world experiments to
evaluate the performance of our proposed scheme, and make
performance analysis and comparisons.

1) Experimental Setup: The experiments are implemented
on a laptop (with 1.60 GHz Intel (R) Core (TM) i5-8250 U CPU
and 8 GB RAM memory) based on Windows 10 and the Java
Pairing Based Cryptography Library 2.0.0 [60]. We use Type
A1 pairing, which is constructed on the curve y2 = x3 + x over
the field FN with the composite N being the universe size.

2) Performance Analysis: As we discussed, the efficiency
of our TrustAccess is mainly affected by the operations on
the blockchain and OHP-CP-ABE. For the efficiency of the
operations on the blockchain, in our TrustAccess, we store the
ciphertext address instead of the ciphertext to the blockchain,

which can improve the system scalability. The performance of
operations on the blockchain mainly depends on the consensus
algorithm PBFT, which is not the focus in this paper. Here,
we mainly concentrate on the efficiency of our OHP-CP-ABE.
Compared with the scheme proposed by Lai et al. [17], our
OHP-CP-ABE can achieve a large universe construction, which
is more suitable for blockchain-based systems. The performance
analysis and comparisons are depicted by Fig. 3, where Fig. 3(a)
denotes the result that we achieve a large universe in the setup
phase. Meanwhile, we compare key generation algorithm,
encryption algorithm and decryption algorithm with the
scheme of Lai et al. [17], and experimental results are shown in
Fig. 3(b), 3(c) and 3(d) respectively. Note that all the experimen-
tal results we get are the average values by repeating running for
20 times. As illustrated, the key generation time, the encryption
time and the decryption time increase with the number of
attributes grows, where the x-axis is the number of attributes in
the system and the y-axis is the running time of the algorithm.
In general, the results show that the total time increases as the
growth of the number of attributes. That is because in these
algorithms, the number of variable operations is greatly affected
by the number of attributes. The time that our TrustAccess
spends is relatively shorter than the scheme proposed by Lai
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et al. [17]. That is because we optimize the key generation
process during the setup phase, which achieves a constant
key size. Therefore, the product computations of the random
variables are less than the scheme proposed by Lai et al. [17],
which can achieve a more efficient access management.

VIII. CONCLUSION

The involvement of an intermediary entity would suffer from
a high trust-building cost, single point of failure, privacy leakage
and so on. In this paper, we propose the TrustAccess based on
blockchain, which can achieve a distributed and trustworthy
access control management. To address the privacy issues of
access policy and user attribute in the TrustAccess, we propose
the OHP-CP-ABE to support a large universe and hidden access
policy. In addition, we propose to use ElGamal cryptosystem
to protect a user’s full attribute privacy for trustworthy access.
Theoretical analysis and experimental results indicated that
TrustAccess is more trustworthy, secure, private and scalable
than existing schemes. As for the future research work, we will
consider to optimize and evaluate the operation efficiency of
TrustAccess on the blockchain.

APPENDIX

SECURITY PROOF OF THE OHP-CP-ABE

In this appendix, we detail the proof of the security for OHP-
CP-ABE.

Proof: According to dual system encryption methodol-
ogy [57], we need to define two structures that will not be
used in the real system but will be used in our proof, namely
semi-functional ciphertext and semi-functional key.
Semi-functional Ciphertext: First, the normal cipher-

text generated by the encryption algorithm Enc is

CT ′ = (�x, C̃ ′, C ′0, {C ′i,j}1≤i≤n,1≤j≤l).

Then, let gq be a generator of the subgroup Gq . We randomly
choose exponents x0, xi,j ∈ ZN , where 1 ≤ i ≤ n, 1 ≤ j ≤ l.
Finally, the semi-functional ciphertext is

CT = (�x, C̃ = C̃ ′, C0 = C ′0 · gx0
q ,

{Ci,j = C ′i,j · g
xi,j
q }1≤i≤n,1≤j≤l).

Semi-functional Key: First, the normal key generated by
the key generation algorithm KeyGen is

SK ′�v = (D′0, {D′i}1≤i≤n).

Then, we randomly choose exponents y0, yi ∈ ZN , 1 ≤ i ≤ n.
Finally, the semi-functional key is

SK�v = (D0 = D′0 · gy0
q , {Di = D′i · gyi

q }1≤i≤n).

We prove the security by a hybrid argument using a sequence
of games as below.
� Game0: This game is a real security game, in which the

ciphertext and the key are normal.
� Game1: In this game, the key is normal but the ciphertext

is semi-functional. It is also Game2,0.

� Game2,k: In this game, the ciphertext is semi-functional,
the first k keys are semi-functional and the rest of keys are
normal. Suppose ζ is the number of keys queried by the
adversary, and then 1 ≤ k ≤ ζ.

� Game3: In this game, the ciphertext and the key are semi-
functional. The ciphertext is a semi-functional encryption
of a random message, different from the message provided
by the adversary.

� Game4: This game is the same asGame3, except that the
ciphertext is independent from T1 and T2 provided by the
adversary. It is obvious that in the Game4, no adversary
can have an advantage greater than 0.

The proof requires the following lemma.
Lemma 1: Suppose that G satisfies Assumption 1. Then

Game0 and Game1 are indistinguishable.
Proof: Suppose there is an algorithm A that distinguishes

Game0 and Game1, then we will set up an algorithm B that
has non-negligible advantage to break Assumption 1. B obtains
gp, gr, T and simulates Game0 or Game1 with A.
B randomly chooses a, a1, a2, ω ∈ ZN . It then sets R0 =

ga1
r , R1 = ga2

r , A0 = gp ·R0, A1 = gap ·R1, and sends A the
public key

PK = (A0, A1, gr, Y = ê(gp, gp)
ω).

B can run the key generation algorithm to generate the normal
key in response to A’s key request. A sends B two messages
of the equal length m1,m2 and two access policies T1, T2. B
chooses β = {0, 1} randomly and does the following.

1) B randomly chooses s ∈ ZN andR′0 ∈ Gr. It also chooses
si,j ∈ ZN and R′i,j ∈ Gr at random.

2) B computes C̃ = mβ · ê(gωp , T ), C0 = T ·Rs
0 ·R′0 and

Ci,j =

{
T a ·Rs

1 ·R′i,j , if vi,j ∈Wi;

T a·ri,j ·Rsi,j
1 ·R′i,j , otherwise.

where 1 ≤ i ≤ n and 1 ≤ j ≤ l, ri,j = si,j/s.
3) B sets the challenge ciphertext as CT = (�x, C̃, C0,
{Ci,j}1≤i≤n,1≤j≤l) and sends to A.

If T
R←− Gp ×Gq , let T = gspg

x0
q , then C̃ = mβ ·

ê(gp, gp)
ωs, C0 = gspg

x0
q ·Rs

0 ·R′0 and

Ci,j =

{
gasp g

xi,j
q ·Rs

1 ·R′i,j , if vi,j ∈Wi;

g
asi,j
p g

xi,j
q ·Rsi,j

1 ·R′i,j , otherwise.

where xi,j = ax0 when vi,j ∈Wi, otherwise, xi,j = ax0ri,j ,
and 1 ≤ i ≤ n, 1 ≤ j ≤ l. Hence, the ciphertext is semi-

functional andB simulates Game1. If T
R←− Gp, it is a normal

ciphertext and B simulates Game0. Finally, B can use the
output of A to distinguish between these possibilities for T .
�

Lemma 2: Suppose that G satisfies Assumption 2. Then
Game2,k−1 and Game2,k are indistinguishable.

Proof: Suppose there is an algorithm A that distinguishes
Game2,k−1 and Game2,k, then we will set up an algorithm
B that has non-negligible advantage to break Assumption 2. B
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obtains gp, X1X2, Y1Y2, gr, T and simulatesGame2,k−1 and
Game2,k with A.
B randomly chooses a, a1, a2, ω ∈ ZN . It then sets R0 =

ga1
r , R1 = ga2

r , A0 = gp ·R0, A1 = gap ·R1, and sends A the
public key

PK = (A0, A1, gr, Y = ê(gp, gp)
ω).

B knows the master secret key MSK = (gp, a, ω).
Next, we explain how B answers the j-th key query.
� For j < k, B creates a semi-functional key by randomly

choosing ti ∈ ZN uniformly for i = 1, 2, . . . , n, and sets
t = Σn

i=1ti. Then it computes

D0 = (Y1Y2)
ω−t, Di = (Y1Y2)

ti/a.

Note that this is a distributed semi-functional key.
� For j > k, B can run the key generation algorithm KeyGen

based on the master secret key MSK to generate the
normal key.

� For j = k, B creates a semi-functional key by randomly
choosing ti ∈ ZN uniformly for i = 1, 2, . . . , n, and sets
t = Σn

i=1ti. Then it computes

D0 = Tω−t, Di = T ti/a.

If T
R←− Gp ×Gq , let T = gpg

c
q, c ∈ ZN , then

D0 = gω−tp gy0
q , Di = gti/ap gyi

q .

where y0 = c(ω − t), yi = cti/a. This is a semi-

functional key. It is a normal key, if T
R←− Gp.

At some point, A sends B two messages of the equal length
m1,m2 and two access policies T1, T2. B chooses β = {0, 1}
randomly and does the following.

1) B randomly chooses s ∈ ZN andR′0 ∈ Gr. It also chooses
si,j ∈ ZN and R′i,j ∈ Gr at random.

2) B computes C̃ = mβ · ê(gωp , X1X2), C0 = X1X2 ·Rs
0 ·

R′0 and

Ci,j =

{
(X1X2)

a ·Rs
1 ·R′i,j , if vi,j ∈Wi;

(X1X2)
a·ri,j ·Rsi,j

1 ·R′i,j , otherwise.

where 1 ≤ i ≤ n and 1 ≤ j ≤ l, ri,j = si,j/s.
3) B sets the challenge ciphertext as CT = (�x, C̃, C0,
{Ci,j}1≤i≤n,1≤j≤l) and sends to A.

LetX1X2 = gspg
x0
q , then C̃ = mβ · ê(gp, gp)ωs,C0 = gspg

x0
q ·

Rs
0 ·R′0 and

Ci,j =

{
gasp g

xi,j
q ·Rs

1 ·R′i,j , if vi,j ∈Wi;

g
asi,j
p g

xi,j
q ·Rsi,j

1 ·R′i,j , otherwise.

where xi,j = ax0 when vi,j ∈Wi, otherwise, xi,j = ax0ri,j ,

and 1 ≤ i ≤ n, 1 ≤ j ≤ l. Hence, if T
R←− Gp then B simu-

lates Game2,k−1. If T
R←− Gp ×Gq, B simulates Game2,k.

Finally, B can use the output of A to distinguish between these
possibilities for T . �

Lemma 3: Suppose that G satisfies Assumption 3. Then
Game2,ζ and Game3 are indistinguishable.

Proof: Suppose there is an algorithm A that distinguishes
Game2,ζ and Game3, then we will set up an algorithm B
that has non-negligible advantage to break Assumption 3. B
obtains gp, gωpX2, gspY2, Z1Z2, gr, T and simulates Game2,ζ
and Game3 with A.
B randomly chooses a, a1, a2, ω ∈ ZN . It then sets R0 =

ga1
r , R1 = ga2

r , A0 = gp ·R0, A1 = gap ·R1, and sends A the
public key

PK = (A0, A1, gr, Y = ê(gp, g
ω
pX2) = ê(gp, gp)

ω).

B creates a semi-functional key by randomly choosing ti ∈
ZN uniformly for i = 1, 2, . . . , n, and sets t = Σn

i=1ti. Then it
computes

D0 = (Z1Z2)
ω−t, Di = (Z1Z2)

ti/a.

Note that this is a distributed semi-functional key.
At some point, A sends B two messages of the equal length

m1,m2 and two access policies T1, T2. B chooses β = {0, 1}
randomly and does the following.

1) B randomly chooses s ∈ ZN andR′0 ∈ Gr. It also chooses
si,j ∈ ZN and R′i,j ∈ Gr at random.

2) B computes C̃ = mβ · T, C0 = gspY2 ·Rs
0 ·R′0 and

Ci,j =

{
(gspY2)

a ·Rs
1 ·R′i,j , if vi,j ∈Wi;

(gspY2)
a·ri,j ·Rsi,j

1 ·R′i,j , otherwise.

where 1 ≤ i ≤ n and 1 ≤ j ≤ l, ri,j = si,j/s.
3) B sets the challenge ciphertext as CT = (�x, C̃, C0,
{Ci,j}1≤i≤n,1≤j≤l) and sends to A.

Let gspY2 = gspg
x0
q , then C̃ = mβ · T, C0 = gspg

x0
q ·Rs

0 ·R′0
and

Ci,j =

{
gasp g

xi,j
q ·Rs

1 ·R′i,j , if vi,j ∈Wi;

g
asi,j
p g

xi,j
q ·Rsi,j

1 ·R′i,j , otherwise.

where xi,j = ax0 when vi,j ∈Wi, otherwise, xi,j = ax0ri,j ,
and 1 ≤ i ≤ n, 1 ≤ j ≤ l.

If T
R←− ê(gp, gp)

ωs, this is a properly distributed semi-
functional encryption of mβ and B simulates Game2,ζ . If

T
R←− GT , this is a properly distributed semi-functional en-

cryption of a random message in GT and B simulates Game3.
Finally, B can use the output of A to distinguish between these
possibilities for T . �

Lemma 4: Suppose that G satisfies Assumption 4. Then
Game3 and Game4 are indistinguishable.

Proof: Suppose there is an algorithm A that distinguishes
Game3 and Game4, then we will set up an algorithm B
that has non-negligible advantage to break Assumption 4. B
obtains gpR0, g

a
pR1, gpQ1, gp, gr, T and simulates Game3 and

Game4 with A.
B sets A0 = gpR0, A1 = gapR1, and sends A the public key

PK = (A0, A1, gr, Y = ê(gp, gp)
ω).

B creates a semi-functional key by randomly choosing ti ∈
ZN uniformly for i = 1, 2, . . . , n, and sets t = Σn

i=1ti. Then
it computes D0 = (gpQ1)

ω−t, Di = (gpQ1)
ti/a. If let Q1 =
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gcq, c ∈ ZN , then

D0 = gω−tp gy0
q , Di = gti/ap gyi

q ,

where y0 = c(ω − t), yi = cti/a. Note that this is a semi-
functional key.

At some point, A sends B two messages of the equal length
m1,m2 and two access policies T1, T2. B chooses β = {0, 1}
randomly and does the following.

1) B randomly chooses s, x̃i,j ∈ ZN and R′0 ∈ Gr. It also
chooses si,j ∈ ZN and R′i,j ∈ Gr at random.

2) B computes C̃
R←− GT , C0 = gspg

x0
q ·Rs

0 ·R′0 and

Ci,j =

⎧⎨
⎩
T s ·R′i,j · g

x̃i,j
q , if vi,j ∈Wi;

T si,j ·R′i,j · g
x̃i,j
q , otherwise.

where 1 ≤ i ≤ n and 1 ≤ j ≤ l.
3) B sets the challenge ciphertext as CT = (�x, C̃, C0,
{Ci,j}1≤i≤n,1≤j≤l) and sends to A.

Let T = gapQR, then Q = gc
′

q , c
′ ∈ ZN , we have C̃

R←−
GT , C0 = gspg

x0
q ·Rs

0 ·R′0 and

Ci,j =

{
gasp g

xi,j
q ·Rs ·R′i,j , if vi,j ∈Wi;

g
asi,j
p g

xi,j
q ·Rsi,j ·R′i,j , otherwise.

where xi,j = c′s+ x̃i,j when vi,j ∈Wi, otherwise, xi,j =
c′si,j + x̃i,j and 1 ≤ i ≤ n, 1 ≤ j ≤ l. If T = gapQR, then B
simulates Game3. If T

R←− GT , then B simulates Game4.
Finally, B can use the output of A to distinguish between these
possibilities for T . �
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[47] M. Vukolić, “The quest for scalable blockchain fabric: Proof-of-Work vs.
BFT replication,” in Proc. Int. Workshop Open Problems Netw. Secur.,
2016, pp. 112–125.

[48] S. Gao, T. Yu, J. Zhu, and W. Cai, “T-PBFT: An eigentrust-based practical
byzantine fault tolerance consensus algorithm,” China Commun., vol. 16,
pp. 111–123, 2019.

[49] Y. Xiao, N. Zhang, W. Lou, and Y. T. Hou, “A survey of distributed
consensus protocols for blockchain networks,” CoRR abs/1904.04098,
2019. [Online]. Available: https://arxiv.org/abs/1904.04098

[50] N. Szabo, “Smart Contracts,” 1994. [Online]. Available: http://www.
fon.hum.uva.nl/rob/Courses/InformationInSpeech/CDROM/Literature/
LOTwinterschool2006/szabo.best.vwh.net/smart.contracts.html

[51] V. Buterin, “A next-generation smart contract and decentralized applica-
tion platform,” Tech. Rep., 2014. [Online]. Available: https://github.com/
ethereum/wiki/wiki/White-Paper

[52] D. Boneh and B. Waters, “Conjunctive, subset, and range queries on
encrypted data,” in Proc. Theory Cryptography Conf., Amsterdam, The
Netherlands, 2007, pp. 535–554.

[53] T. Elgamal, “A public key cryptosystem and a signature scheme based on
discrete logarithms,” IEEE Trans. Inf. Theory, vol. 31, no. 4, pp. 469–472,
Jul. 1985.

[54] G. Xu, H. Li, S. Liu, M. Wen, and R. Lu, “Efficient and privacy-preserving
truth discovery in mobile crowd sensing systems,” IEEE Trans. Veh.
Technol., vol. 68, no. 4, pp. 3854–3865, Apr. 2019.

[55] M. Castro and B. Liskov, “Practical Byzantine fault tolerance,” in Proc.
3rd Symp. Operating Syst. Des. Implementation, 1999, pp. 173–186.

[56] J. Lai, R. H. Deng, and Y. Li, “Expressive CP-ABE with partially hidden
access structures,” in Proc. 7th ACM Symp. Inf., Comput. Commun. Secur.,
2012, pp. 18–19.

[57] A. Lewko, T. Okamoto, A. Sahai, K. Takashima, and B. Waters, “Fully
secure functional encryption: Attribute-based encryption and (hierarchi-
cal) inner product encryption,” in Proc. Annu. Int. Conf. Theory Appl.
Cryptographic Techn., 2010, pp. 62–91.

[58] A. De Caro, V. Iovino, and G. Persiano, “Fully secure anonymous hibe
and secret-key anonymous IBE with short ciphertexts,” in Proc. Int. Conf.
Pairing-Based Cryptography, 2010, pp. 347–366.

[59] T. V. X. Phuong, G. Yang, and W. Susilo, “Hidden ciphertext policy
attribute-based encryption under standard assumptions,” IEEE Trans. Inf.
Forensics Secur., vol. 11, no. 1, pp. 35–45, Jan. 2016.

[60] A. De Caro and V. Iovino, “jPBC: Java pairing based cryptography,” in
Proc. IEEE Symp. Comput. Commun., 2011, pp. 850–855.

Sheng Gao received the B.S. degree in informa-
tion and computation science from Xi’an University
of Posts and Telecommunications, Xian, China, in
2009, and the Ph.D. degree in computer science and
technology from Xidian University, Xi’an, China, in
2014. He is currently an Associate Professor with the
School of Information, Central University of Finance
and Economics, Beijing, China. He has authored or
coauthored more than 30 research papers in refer-
eed international journals and conferences. His cur-
rent research interests include data security, privacy
computing, and blockchain technology.

Guirong Piao received the B.S. degree in software
engineering from Beijing Union University, Beijing,
China, in 2018. She is currently working toward the
master’s degree in software engineering with Central
University of Finance and Economics, Beijing, China.
Her current research interests include information
security and blockchain.

Jianming Zhu received the M.S. degree in computer
application from Taiyuan University of Technology,
Taiyuan, China, in 1998, and the Ph.D. degree in com-
puter application technology from Xidian University,
Xi’an, China, in 2004. He is currently a Professor
with the School of Information, Central University
of Finance and Economics, Beijing, China. He has
authored or coauthored 5 books and more than 100
research papers in refereed international journals and
conferences. His research interests include financial
information security, wireless network security, and
blockchain.

Xindi Ma received the B.S. degree from the School
of Computer Science and Technology, Xidian Uni-
versity, Xi’an, China, in 2013 and the Ph.D. degree
in computer science from Xidian University, Xi’an,
China, in 2018. He is currently a Postdoctor with the
School of Cyber Engineering, Xidian University. His
current research interests include privacy computing,
recommender system and machine learning with fo-
cus on security and privacy issues.

Jianfeng Ma received the B.S. degree in mathemat-
ics from Shaanxi Normal University, Xi’an, China,
in 1985, and the M.S. and Ph.D. degrees in com-
puter software and communications engineering from
Xidian University, Xi’an, China, in 1988 and 1995,
respectively. He is currently a Professor and Ph.D.
supervisor with the School of Cyber Engineering,
Xidian University. From 1999 to 2001, he was a
Research Fellow with Nanyang Technological Uni-
versity of Singapore. He has authored or coauthored
more than 400 papers in refereed international jour-

nals and conferences. His current research interests include cryptography, wire-
less and mobile security, data security, and privacy protection.

https://bitcoin.org/bitcoin.pdf
https://arxiv.org/abs/1904.04098
http://www.fon.hum.uva.nl/rob/Courses/InformationInSpeech/CDROM/Literature/LOTwinterschool2006/szabo.best.vwh.net/smart.contracts.html
https://github.com/ethereum/wiki/wiki/White-Paper


<<
  /ASCII85EncodePages false
  /AllowTransparency false
  /AutoPositionEPSFiles true
  /AutoRotatePages /None
  /Binding /Left
  /CalGrayProfile (Gray Gamma 2.2)
  /CalRGBProfile (sRGB IEC61966-2.1)
  /CalCMYKProfile (U.S. Web Coated \050SWOP\051 v2)
  /sRGBProfile (sRGB IEC61966-2.1)
  /CannotEmbedFontPolicy /Warning
  /CompatibilityLevel 1.4
  /CompressObjects /Off
  /CompressPages true
  /ConvertImagesToIndexed true
  /PassThroughJPEGImages true
  /CreateJobTicket false
  /DefaultRenderingIntent /Default
  /DetectBlends true
  /DetectCurves 0.0000
  /ColorConversionStrategy /sRGB
  /DoThumbnails true
  /EmbedAllFonts true
  /EmbedOpenType false
  /ParseICCProfilesInComments true
  /EmbedJobOptions true
  /DSCReportingLevel 0
  /EmitDSCWarnings false
  /EndPage -1
  /ImageMemory 1048576
  /LockDistillerParams true
  /MaxSubsetPct 100
  /Optimize true
  /OPM 0
  /ParseDSCComments false
  /ParseDSCCommentsForDocInfo true
  /PreserveCopyPage true
  /PreserveDICMYKValues true
  /PreserveEPSInfo false
  /PreserveFlatness true
  /PreserveHalftoneInfo true
  /PreserveOPIComments false
  /PreserveOverprintSettings true
  /StartPage 1
  /SubsetFonts false
  /TransferFunctionInfo /Remove
  /UCRandBGInfo /Preserve
  /UsePrologue false
  /ColorSettingsFile ()
  /AlwaysEmbed [ true
    /Algerian
    /Arial-Black
    /Arial-BlackItalic
    /Arial-BoldItalicMT
    /Arial-BoldMT
    /Arial-ItalicMT
    /ArialMT
    /ArialNarrow
    /ArialNarrow-Bold
    /ArialNarrow-BoldItalic
    /ArialNarrow-Italic
    /ArialUnicodeMS
    /BaskOldFace
    /Batang
    /Bauhaus93
    /BellMT
    /BellMTBold
    /BellMTItalic
    /BerlinSansFB-Bold
    /BerlinSansFBDemi-Bold
    /BerlinSansFB-Reg
    /BernardMT-Condensed
    /BodoniMTPosterCompressed
    /BookAntiqua
    /BookAntiqua-Bold
    /BookAntiqua-BoldItalic
    /BookAntiqua-Italic
    /BookmanOldStyle
    /BookmanOldStyle-Bold
    /BookmanOldStyle-BoldItalic
    /BookmanOldStyle-Italic
    /BookshelfSymbolSeven
    /BritannicBold
    /Broadway
    /BrushScriptMT
    /CalifornianFB-Bold
    /CalifornianFB-Italic
    /CalifornianFB-Reg
    /Centaur
    /Century
    /CenturyGothic
    /CenturyGothic-Bold
    /CenturyGothic-BoldItalic
    /CenturyGothic-Italic
    /CenturySchoolbook
    /CenturySchoolbook-Bold
    /CenturySchoolbook-BoldItalic
    /CenturySchoolbook-Italic
    /Chiller-Regular
    /ColonnaMT
    /ComicSansMS
    /ComicSansMS-Bold
    /CooperBlack
    /CourierNewPS-BoldItalicMT
    /CourierNewPS-BoldMT
    /CourierNewPS-ItalicMT
    /CourierNewPSMT
    /EstrangeloEdessa
    /FootlightMTLight
    /FreestyleScript-Regular
    /Garamond
    /Garamond-Bold
    /Garamond-Italic
    /Georgia
    /Georgia-Bold
    /Georgia-BoldItalic
    /Georgia-Italic
    /Haettenschweiler
    /HarlowSolid
    /Harrington
    /HighTowerText-Italic
    /HighTowerText-Reg
    /Impact
    /InformalRoman-Regular
    /Jokerman-Regular
    /JuiceITC-Regular
    /KristenITC-Regular
    /KuenstlerScript-Black
    /KuenstlerScript-Medium
    /KuenstlerScript-TwoBold
    /KunstlerScript
    /LatinWide
    /LetterGothicMT
    /LetterGothicMT-Bold
    /LetterGothicMT-BoldOblique
    /LetterGothicMT-Oblique
    /LucidaBright
    /LucidaBright-Demi
    /LucidaBright-DemiItalic
    /LucidaBright-Italic
    /LucidaCalligraphy-Italic
    /LucidaConsole
    /LucidaFax
    /LucidaFax-Demi
    /LucidaFax-DemiItalic
    /LucidaFax-Italic
    /LucidaHandwriting-Italic
    /LucidaSansUnicode
    /Magneto-Bold
    /MaturaMTScriptCapitals
    /MediciScriptLTStd
    /MicrosoftSansSerif
    /Mistral
    /Modern-Regular
    /MonotypeCorsiva
    /MS-Mincho
    /MSReferenceSansSerif
    /MSReferenceSpecialty
    /NiagaraEngraved-Reg
    /NiagaraSolid-Reg
    /NuptialScript
    /OldEnglishTextMT
    /Onyx
    /PalatinoLinotype-Bold
    /PalatinoLinotype-BoldItalic
    /PalatinoLinotype-Italic
    /PalatinoLinotype-Roman
    /Parchment-Regular
    /Playbill
    /PMingLiU
    /PoorRichard-Regular
    /Ravie
    /ShowcardGothic-Reg
    /SimSun
    /SnapITC-Regular
    /Stencil
    /SymbolMT
    /Tahoma
    /Tahoma-Bold
    /TempusSansITC
    /TimesNewRomanMT-ExtraBold
    /TimesNewRomanMTStd
    /TimesNewRomanMTStd-Bold
    /TimesNewRomanMTStd-BoldCond
    /TimesNewRomanMTStd-BoldIt
    /TimesNewRomanMTStd-Cond
    /TimesNewRomanMTStd-CondIt
    /TimesNewRomanMTStd-Italic
    /TimesNewRomanPS-BoldItalicMT
    /TimesNewRomanPS-BoldMT
    /TimesNewRomanPS-ItalicMT
    /TimesNewRomanPSMT
    /Times-Roman
    /Trebuchet-BoldItalic
    /TrebuchetMS
    /TrebuchetMS-Bold
    /TrebuchetMS-Italic
    /Verdana
    /Verdana-Bold
    /Verdana-BoldItalic
    /Verdana-Italic
    /VinerHandITC
    /Vivaldii
    /VladimirScript
    /Webdings
    /Wingdings2
    /Wingdings3
    /Wingdings-Regular
    /ZapfChanceryStd-Demi
    /ZWAdobeF
  ]
  /NeverEmbed [ true
  ]
  /AntiAliasColorImages false
  /CropColorImages true
  /ColorImageMinResolution 150
  /ColorImageMinResolutionPolicy /OK
  /DownsampleColorImages false
  /ColorImageDownsampleType /Bicubic
  /ColorImageResolution 900
  /ColorImageDepth -1
  /ColorImageMinDownsampleDepth 1
  /ColorImageDownsampleThreshold 1.00111
  /EncodeColorImages true
  /ColorImageFilter /DCTEncode
  /AutoFilterColorImages false
  /ColorImageAutoFilterStrategy /JPEG
  /ColorACSImageDict <<
    /QFactor 0.76
    /HSamples [2 1 1 2] /VSamples [2 1 1 2]
  >>
  /ColorImageDict <<
    /QFactor 0.40
    /HSamples [1 1 1 1] /VSamples [1 1 1 1]
  >>
  /JPEG2000ColorACSImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 15
  >>
  /JPEG2000ColorImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 15
  >>
  /AntiAliasGrayImages false
  /CropGrayImages true
  /GrayImageMinResolution 150
  /GrayImageMinResolutionPolicy /OK
  /DownsampleGrayImages false
  /GrayImageDownsampleType /Bicubic
  /GrayImageResolution 1200
  /GrayImageDepth -1
  /GrayImageMinDownsampleDepth 2
  /GrayImageDownsampleThreshold 1.00083
  /EncodeGrayImages true
  /GrayImageFilter /DCTEncode
  /AutoFilterGrayImages false
  /GrayImageAutoFilterStrategy /JPEG
  /GrayACSImageDict <<
    /QFactor 0.76
    /HSamples [2 1 1 2] /VSamples [2 1 1 2]
  >>
  /GrayImageDict <<
    /QFactor 0.40
    /HSamples [1 1 1 1] /VSamples [1 1 1 1]
  >>
  /JPEG2000GrayACSImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 15
  >>
  /JPEG2000GrayImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 15
  >>
  /AntiAliasMonoImages false
  /CropMonoImages true
  /MonoImageMinResolution 1200
  /MonoImageMinResolutionPolicy /OK
  /DownsampleMonoImages false
  /MonoImageDownsampleType /Bicubic
  /MonoImageResolution 1600
  /MonoImageDepth -1
  /MonoImageDownsampleThreshold 1.00063
  /EncodeMonoImages true
  /MonoImageFilter /CCITTFaxEncode
  /MonoImageDict <<
    /K -1
  >>
  /AllowPSXObjects false
  /CheckCompliance [
    /None
  ]
  /PDFX1aCheck false
  /PDFX3Check false
  /PDFXCompliantPDFOnly false
  /PDFXNoTrimBoxError true
  /PDFXTrimBoxToMediaBoxOffset [
    0.00000
    0.00000
    0.00000
    0.00000
  ]
  /PDFXSetBleedBoxToMediaBox true
  /PDFXBleedBoxToTrimBoxOffset [
    0.00000
    0.00000
    0.00000
    0.00000
  ]
  /PDFXOutputIntentProfile (None)
  /PDFXOutputConditionIdentifier ()
  /PDFXOutputCondition ()
  /PDFXRegistryName ()
  /PDFXTrapped /False

  /CreateJDFFile false
  /Description <<
    /CHS <FEFF4f7f75288fd94e9b8bbe5b9a521b5efa7684002000410064006f006200650020005000440046002065876863900275284e8e55464e1a65876863768467e5770b548c62535370300260a853ef4ee54f7f75280020004100630072006f0062006100740020548c002000410064006f00620065002000520065006100640065007200200035002e003000204ee553ca66f49ad87248672c676562535f00521b5efa768400200050004400460020658768633002>
    /CHT <FEFF4f7f752890194e9b8a2d7f6e5efa7acb7684002000410064006f006200650020005000440046002065874ef69069752865bc666e901a554652d965874ef6768467e5770b548c52175370300260a853ef4ee54f7f75280020004100630072006f0062006100740020548c002000410064006f00620065002000520065006100640065007200200035002e003000204ee553ca66f49ad87248672c4f86958b555f5df25efa7acb76840020005000440046002065874ef63002>
    /DAN <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>
    /DEU <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>
    /ESP <FEFF005500740069006c0069006300650020006500730074006100200063006f006e0066006900670075007200610063006900f3006e0020007000610072006100200063007200650061007200200064006f00630075006d0065006e0074006f0073002000640065002000410064006f00620065002000500044004600200061006400650063007500610064006f007300200070006100720061002000760069007300750061006c0069007a00610063006900f3006e0020006500200069006d0070007200650073006900f3006e00200064006500200063006f006e006600690061006e007a006100200064006500200064006f00630075006d0065006e0074006f007300200063006f006d00650072006300690061006c00650073002e002000530065002000700075006500640065006e00200061006200720069007200200064006f00630075006d0065006e0074006f00730020005000440046002000630072006500610064006f007300200063006f006e0020004100630072006f006200610074002c002000410064006f00620065002000520065006100640065007200200035002e003000200079002000760065007200730069006f006e0065007300200070006f00730074006500720069006f007200650073002e>
    /FRA <FEFF005500740069006c006900730065007a00200063006500730020006f007000740069006f006e00730020006100660069006e00200064006500200063007200e900650072002000640065007300200064006f00630075006d0065006e00740073002000410064006f006200650020005000440046002000700072006f00660065007300730069006f006e006e0065006c007300200066006900610062006c0065007300200070006f007500720020006c0061002000760069007300750061006c00690073006100740069006f006e0020006500740020006c00270069006d007000720065007300730069006f006e002e0020004c0065007300200064006f00630075006d0065006e00740073002000500044004600200063007200e900e90073002000700065007500760065006e0074002000ea0074007200650020006f007500760065007200740073002000640061006e00730020004100630072006f006200610074002c002000610069006e00730069002000710075002700410064006f00620065002000520065006100640065007200200035002e0030002000650074002000760065007200730069006f006e007300200075006c007400e90072006900650075007200650073002e>
    /ITA (Utilizzare queste impostazioni per creare documenti Adobe PDF adatti per visualizzare e stampare documenti aziendali in modo affidabile. I documenti PDF creati possono essere aperti con Acrobat e Adobe Reader 5.0 e versioni successive.)
    /JPN <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>
    /KOR <FEFFc7740020c124c815c7440020c0acc6a9d558c5ec0020be44c988b2c8c2a40020bb38c11cb97c0020c548c815c801c73cb85c0020bcf4ace00020c778c1c4d558b2940020b3700020ac00c7a50020c801d569d55c002000410064006f0062006500200050004400460020bb38c11cb97c0020c791c131d569b2c8b2e4002e0020c774b807ac8c0020c791c131b41c00200050004400460020bb38c11cb2940020004100630072006f0062006100740020bc0f002000410064006f00620065002000520065006100640065007200200035002e00300020c774c0c1c5d0c11c0020c5f40020c2180020c788c2b5b2c8b2e4002e>
    /NLD (Gebruik deze instellingen om Adobe PDF-documenten te maken waarmee zakelijke documenten betrouwbaar kunnen worden weergegeven en afgedrukt. De gemaakte PDF-documenten kunnen worden geopend met Acrobat en Adobe Reader 5.0 en hoger.)
    /NOR <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>
    /PTB <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>
    /SUO <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>
    /SVE <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>
    /ENU (Use these settings to create PDFs that match the "Suggested"  settings for PDF Specification 4.0)
  >>
>> setdistillerparams
<<
  /HWResolution [600 600]
  /PageSize [612.000 792.000]
>> setpagedevice


